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Abstract: Permissioned blockchain is a technology relevant for business-to-business transactions among partners with low trust. An exten-
sive literature review indicates an inadequate comprehension of the adoption determinants of permissioned blockchain as the next generation
of decentralized inter-organizational systems. To address this gap, this study builds the theoretical model by extending the technology–
organization–environment framework to the permissioned blockchain context and incorporating inter-organizational factors. A mixed
methodology is adopted to identify and investigate the determinants, including interviews with 10 senior information technology (IT) exec-
utives and a questionnaire survey of IT managers with blockchain experience from 212 organizations. A total of 11 factors is identified
through literature review and interviews. The empirical results indicate that top management support is the most significant determinant,
followed by perceived benefits, technology maturity, trading partner readiness, and perceived advantages of the blockchain industry con-
sortium. Besides, competition intensity is identified as a weak determinant. The implications for theoretical development and professional
practice are examined. Longitudinal and latitudinal studies are recommended for future research.
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1. Introduction

Blockchain was first introduced in 2008 as a disruptive
technology that leverages cryptographic algorithms to store and syn-
chronize data immutably [1, 2]. This decentralized nature has made
blockchain widely adopted for ensuring the security and verifia-
bility of transaction records across multiple parties with low trust
[3–5]. Investment in blockchain development has rapidly increased,
significantly impacting global markets [6].

Blockchain networks are generally classified into two main
types: permissionless and permissioned blockchains. Permission-
less blockchain is open to anyone, maintaining user anonymity and
commonly used in business-to-consumer (B2C) and consumer-to-
consumer (C2C) transactions, such as virtual gaming economies [7].
In contrast, permissioned blockchain restricts access to approved
participants and is widely adopted in business-to-business (B2B)
settings [8], such as improving supply chain transparency [9, 10],
facilitating digital collaboration [11], and ensuring data integrity
[12, 13]. This study focuses on permissioned blockchain as a decen-
tralized inter-organizational system (IOS), redistributing control
from a central authority.
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As a decentralized IOS, permissioned blockchain facilitates
B2B transactions across organizational boundaries while offering
greater efficiency and security compared to traditional IOS [8, 14].
Participants are allowed to directly share transaction data while
maintaining control over access rights, consensus mechanisms,
and network code modifications [15]. Furthermore, the consen-
sus mechanism enhances trust between trading partners, even in
low-trust environments [7, 16], distinguishing it from conventional
IOS, which typically operates among well-established trading part-
ners. Moreover, the ways in which permissioned blockchain is
adopted as a decentralized IOS solution are varied – some organi-
zations implement it individually, while others adopt it collectively
through industry consortia, a novel form of inter-organizational
collaboration absent in traditional IOS [17].

Despite the growing interest in permissioned blockchain as a
decentralized IOS for B2B transactions, there is a lack of theoretical
frameworks to systematically analyze its adoption. Existing stud-
ies on innovation adoption and IOS often generalize “blockchain”
without distinguishing between permissioned and permissionless
models. However, these two blockchain types serve fundamentally
different markets. Existing innovation adoption and IOS literature
are inadequate for understanding decentralized IOS. Most academic
studies on blockchain adoption have examined it from an end-user
perspective rather than a corporate decision-making perspective
[18, 19]. As a result, organizations seeking guidance on adopting
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permissioned blockchain as a decentralized IOS lack relevant
research insights [20].

Given the strategic importance of permissioned blockchain as
a decentralized IOS, it is essential to bridge these gaps by applying
innovation adoption and IOS theories to develop a comprehensive
understanding of its adoption determinants. This study aims to fill
this gap by identifying key factors influencing the adoption of per-
missioned blockchain as a decentralized IOS and analyzing their
impact. The key research questions of this study are: (1) What
are the potential factors influencing the adoption of permissioned
blockchain as a decentralized IOS? (2) What is the relationship
between these factors and permissioned blockchain adoption?

To address these research questions, this study first identifies
potential adoption determinants through a comprehensive review
of the innovation adoption and IOS literature. The technology–
organization–environment (TOE) framework is selected as the
theoretical foundation, as it specifically focuses on corporate
innovation adoption rather than individual end-users, making it
well-suited for this study. In addition, to emphasize the impor-
tance of inter-organizational factors to permissioned blockchain
as a decentralized IOS, this study extends the TOE framework
by incorporating a separate inter-organizational context and iden-
tifies 11 potential influencing factors. These 11 factors include
perceived benefits, technology maturity, existence of permissioned
blockchain characteristics, organization size, scope of business, top
management support, existence of the inter-organizational busi-
ness model, trading partner readiness, perceived advantages of the
blockchain industry consortium, competition intensity, and tech-
nology policies and regulations. These factors were subsequently
validated by conducting interviews with ten senior information
technology (IT) executives, all of whom had substantial experi-
ence in blockchain-related decision-making. Finally, to empirically
test the relationships between these factors and the adoption of
permissioned blockchain as a decentralized IOS, a questionnaire
survey was administered to IT managers responsible for corporate
IT decision-making. By targeting IT managers as respondents, this
study provides valuable insights into the corporate decision-making
process, shedding light on the factors that drive the adoption of
permissioned blockchain as a decentralized IOS.

2. Literature Review and Theoretical Background

2.1. Innovation adoption

A wide range of theories have been developed to account for
the process of innovation adoption, including the technology adop-
tion model (TAM), the unified theory of acceptance and use of
technology (UTAUT), and the diffusion of innovation (DOI), some
of which have been applied to blockchain adoption research. For
instance, Kamble et al. [21] adopted TAM to analyze blockchain
adoption in India’s supply chain based on perceived usefulness
and ease of use; Woodside et al. [22] utilized DOI to categorize
blockchain adopters, while Queiroz et al. [18] and Wong et al. [19]
applied UTAUT to explore users’ intention to adopt blockchain.
These studies identified various adoption factors, such as trust [18],
trading partner pressure [23], and technology readiness [19]. How-
ever, these factors primarily reflect the perspectives of individual
end-users, whereas permissioned blockchain serves as a decentral-
ized IOS for B2B transactions, requiring an enterprise-level rather
than an individual-level decision-making approach. Consequently,
these traditional theories and adoption determinants are insufficient
for the context of this study.

Beyond these individual-focused models, the TOE framework
has been widely used to investigate innovation adoption, particu-
larly at the organizational level [24]. Unlike TAM, UTAUT, and
DOI, the TOE framework considers three key dimensions – tech-
nological, organizational, and environmental factors – which makes
it well-suited for studying the adoption of permissioned blockchain
in enterprise settings. Although prior research has applied the TOE
framework to blockchain adoption [19, 25, 26], these studies gener-
ally do not differentiate between permissioned and permissionless
blockchains, nor do they focus on decentralized IOS for B2B trans-
actions. Moreover, existing TOE-based blockchain research often
lacks explicit consideration of inter-organizational factors, which
are critical in IOS adoption. By introducing an inter-organizational
dimension, this study advances the TOE framework to provide
deeper insights into the adoption of permissioned blockchain as a
decentralized IOS and bridges this gap.

2.2. Inter-organizational systems

IOSs are network-based information systems that facilitate data
sharing, business process coordination, and transaction execution
among multiple organizations [27–30]. The primary value of IOS
adoption lies in its ability to enhance joint performance among busi-
ness partners while serving as a strategic tool for strengthening
business integration [27, 28]. Given their collaborative nature, inter-
organizational factors serve a vital function in IOS adoption [30].
Traditional IOSs are typically centrally managed by organizations
and their trading partners, with a central authority responsible for
processing transactions and maintaining ledger records. In contrast,
decentralized IOS, powered by permissioned blockchain, elimi-
nates the reliance on a central authority by distributing transaction
validation across multiple pre-approved participants.

Prior IOS adoption research has categorized determinants into
external and internal factors, with inter-organizational factors often
classified under the external environment [31, 32]. However, some
scholars argue that inter-organizational factors should be treated
as a distinct category rather than being grouped with external
environmental factors [33, 34]. Furthermore, while some studies
explore how blockchain enhances inter-organizational collabora-
tion by reducing dependence on a centralized trust entity [9, 14,
35], few have specifically examined what drives the adoption of
permissioned blockchain as a decentralized IOS. Given its unique
decentralization characteristics, this study endeavors to bridge this
gap in existing research.

2.3. Extended TOE framework and identified
determinants

The TOE framework has served as a foundational model
in analyzing how various inter-organizational technologies are
adopted, including electronic data interchange (EDI), e-business
applications, and e-supply chain systems [36–38]. Considering the
cross-organizational nature of permissioned blockchain as a decen-
tralized IOS and the significance of inter-organizational factors in
its adoption, this study extends the TOE framework by introducing
an inter-organizational context as a separate dimension.

To identify relevant adoption determinants, 60 scholarly arti-
cles were systematically reviewed, including 22 studies applying
the TOE framework [39, 40], 8 IOS studies examining key determi-
nants in IOS adoption [34, 41], and 30 blockchain adoption studies
[19, 42], ofwhich 12 applied innovation adoption theories, including
TOE.This comprehensive review indicated that no prior studies have
specifically applied the TOE framework to permissioned blockchain
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Figure 1
Research model with results
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as a decentralized IOS. Moreover, through this review, 67 potential
determinants were identified (listed in Supplementary A). After fur-
ther analysis, 11 key determinants were shortlisted (as bolded) based
on their significance, relevance to permissioned blockchain adop-
tion, and uniqueness compared to existing determinants. To validate
these determinants, 10 senior IT executives with direct experi-
ence in permissioned blockchain adoption decisions were consulted.
These experts provided insights that confirmed the importance of
inter-organizational factors in the adoption process and the highest-
relevance factors influencing adoption. Further details regarding the
determinant selection process are presented in Section 4.1.

3. Model and Hypotheses Development

Building upon this theoretical foundation, we extend the
TOE framework by incorporating an inter-organizational context to
develop a research model linking 11 identified factors to the adop-
tion of permissioned blockchain as a decentralized IOS. The model
depicts the four contexts of the extended TOE framework, namely,
technological, organizational, inter-organizational, and environ-
mental, and the 11 hypothesized paths to adoption. These factors
were categorized into appropriate contexts based on their charac-
teristics and prior literature. The conceptual model, along with the
proposed hypotheses on the adoption of permissioned blockchain as
a decentralized IOS, is illustrated in Figure 1.

3.1. Antecedents of permissioned blockchain
adoption as a decentralized IOS in the
technological context

Perceived benefits refer to the advantages an organization
expects from adoption [43], including perceived direct benefits
(e.g., cost reduction or revenue increase) and indirect benefits (e.g.,

improved customer relationships or enhanced corporate image) [37,
44, 45]. Organizations base their adoption decisions on expected
benefits, as the actual value of the technology only materializes
post-adoption. Prior studies applying the TOE framework have con-
firmed the role of perceived benefits in organizational innovation
adoption [25, 46]. Given that permissioned blockchain functions as a
decentralized IOS, it is essential to investigate its perceived benefits
in driving adoption. Therefore, we propose:

H1a.Perceived benefits are positively related to the adoption
of permissioned blockchain as a decentralized IOS.

Technology maturity describes how extensively a technol-
ogy’s functionality has been proven by its adopters, with known
faults or limitations addressed over time [47]. Organizations often
look to early adopters as reference points before making adop-
tion decisions [48]. Technology maturity increases the likelihood
of successful implementation while mitigating risks associated with
premature adoption. Given that permissioned blockchain operates
as a decentralized IOS and its adoption affects not only the adopting
organization but also its stakeholders, ensuring technology maturity
is critical to minimizing adoption risks. Thus, we propose:

H1b.Technology maturity is positively related to the adoption
of permissioned blockchain as a decentralized IOS.

Permissioned blockchain characteristics in this study refer to
core features such as distributed trust, immutability, traceability, and
data security [25, 49]. These attributes have been widely recognized
in the literature for their role in enhancing the reliability and security
of transaction data [50, 51]. By ensuring data integrity and verifi-
ability, these characteristics enable blockchain to address business
challenges related to inter-organizational transactions [25]. Given
their potential to enhance an organization’s competitive perfor-
mance in data transactions [14], these characteristics are highlighted
as a significant determinant of permissioned blockchain adoption.
Therefore, we propose:
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H1c.Existence of permissioned blockchain characteristics is
positively related to the adoption of permissioned blockchain as a
decentralized IOS.

3.2. Antecedents of permissioned blockchain
adoption as a decentralized IOS in the
organizational context

Organization size pertains to the scale of an organization,
commonly measured by revenue, number of employees, or other
relevant parameters [52]. It is widely recognized as a key predictor
of innovation adoption [53]. Multiple studies have demonstrated a
positive association between organization size and innovation adop-
tion [53, 54]. Within the TOE framework, organization size has
also been identified as a determinant of technological adoption [25,
46]. Larger organizations often find it easier to justify investments
in innovation due to their broader user base and greater capac-
ity to absorb associated costs. Given this, it is important to assess
whether organization size influences the adoption of permissioned
blockchain as a decentralized IOS. Therefore, we propose:

H2a.Organization size is positively related to the adoption of
permissioned blockchain as a decentralized IOS.

Scope of business refers to the breadth of an organization’s
operations, whether in terms of functional diversity [55] or geo-
graphic reach [38]. Organizations with a wider operational scope
typically incur higher transaction costs compared to those with a
narrower scope [38, 56]. Consequently, they have stronger incen-
tives to adopt digital transformation technologies that can streamline
operations and reduce costs. Additionally, a broader scope allows
organizations to replicate successful implementations across differ-
ent areas of operation, maximizing the benefits of adoption. The
scope of business and organization size are different. An organiza-
tionmay be large in size but narrow in business scope such as energy
companies. Conversely, there are organizations with a wide scope
of business but not necessarily large in scale such as trading compa-
nies. Investigating these two determinants provides insights into if
it is the scale or the scope is a more important determinant. As such,
this study aims to examine the role of business scope in the adoption
of permissioned blockchain as a decentralized IOS. We propose:

H2b.Scope of business is positively related to the adoption of
permissioned blockchain as a decentralized IOS.

Top management support reflects the level of commitment
organizational leaders demonstrate toward adopting an innovation
[25]. This commitment is reflected in the allocation of resources,
the willingness to assume risks, and the active involvement in
championing the adoption process [57]. Strong top management
support ensures that innovation is integrated into business pro-
cesses by emphasizing its potential to enhance efficiency and drive
transformation [36]. Moreover, top management support is pivotal
in facilitating business model and process transformation, particu-
larly in uncertain and risk-laden environments [25]. Based on these
considerations, we propose:

H2c.Top management support is positively related to the
adoption of permissioned blockchain as a decentralized IOS.

3.3. Antecedents of permissioned blockchain
adoption as a decentralized IOS in the
inter-organizational context

An inter-organizational business model defines how an orga-
nization conducts business transactions with its trading partners
to achieve strategic objectives [58]. Attaran [59] emphasized that

inter-organizational collaboration, underpinned by business models
and process reengineering, is fundamental to the adoption of IOS.
The transformative potential of blockchain, as a distributed ledger
technology, has been widely recognized [60]. The added business
value from adopting permissioned blockchain as IOS comes primar-
ily from these process transformations [20]. Given the crucial role of
business model transformation in blockchain adoption, we propose:

H3a. Existence of the inter-organizational business model is
positively related to the adoption of permissioned blockchain as a
decentralized IOS.

The concept of trading partner readiness reflects the extent
to which key stakeholders – such as suppliers and buyers – are
equipped to adopt a new innovation [43]. The adoption of permis-
sioned blockchain as a decentralized IOS does not depend solely on
a single organization’s preparedness but also on the collective pre-
paredness of its trading partners. Unlike traditional centralized IOS
models, a decentralized IOS requires trading partners to assume new
roles and responsibilities, such as supporting the mutual consensus
mechanism for validating transactions [43]. Given the essential role
of trading partner readiness in achieving successful adoption, we
propose:

H3b.Trading partner readiness is positively related to the
adoption of permissioned blockchain as a decentralized IOS.

Perceived advantages of the blockchain industry consortium
refer to the expected benefits that organizations anticipate when col-
laboratively adopting permissioned blockchain as a decentralized
IOS [61]. In the case of permissioned blockchain, industry consor-
tia have emerged as a preferred model for adoption [14], as they
offer key advantages such as a lower adoption cost, reduced risk,
improved efficiency, and faster attainment of critical mass [62].
Members of a blockchain industry consortium collectively share
responsibilities related to the decentralized IOS business model,
including governance and maintenance of the distributed ledger
[63]. As such, it is essential to investigate the role of perceived
advantages of the blockchain industry consortium in adopting
permissioned blockchain as a decentralized IOS. Therefore, we
propose:

H3c. Perceived advantages of the blockchain industry con-
sortium are positively related to the adoption of permissioned
blockchain as a decentralized IOS.

3.4. Antecedents of permissioned blockchain
adoption as a decentralized IOS in the
environmental context

Competition intensity denotes the level of rivalry within an
industry in which an organization operates [40, 62]. Organizations
in highly competitive environments often seek innovation to differ-
entiate themselves and enhance their competitive advantages [64].
Greater competition has been linked to increased investment in inno-
vation, as firms strive to maintain or improve their market position
[65]. Additionally, organizations may feel compelled to adopt tech-
nologies that their competitors have implemented to maintain parity
in capabilities [66]. Given these dynamics, competition intensity
is frequently identified as a key driver of innovation adoption [19,
46]. We believe this also applies in the context of permissioned
blockchain as a decentralized IOS. This suggests the following:

H4a. Competition intensity is positively related to the adoption
of permissioned blockchain as a decentralized IOS.

Technology policies and regulations encompass the gover-
nance, support, and guidelines that official authorities establish
regarding technology usage [67]. These can influence innovation
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adoption through financial incentives, regulatory requirements, or
penalties for noncompliance [44, 49, 67]. In light of blockchain’s
emerging status within the B2B landscape, government policies
and regulations – beyond just financial support or penalties – can
strongly shape how organizations decide to adopt the technology.
Clear regulatory frameworks, industry guidelines, and government-
backed initiatives can provide organizations with the confidence and
direction needed to integrate blockchain into their operations. Based
on this perspective, we propose:

H4b.Technology policies and regulations are positively related
to the adoption of permissioned blockchain as a decentralized IOS.

4. Methodology

4.1. Research approach

To explore the key determinants underlying the adoption of
permissioned blockchain as a decentralized IOS, this study applies a
three-phase exploratory sequential design [68], which includes qual-
itative data collection and analysis, identification of key features for
testing, and subsequent quantitative testing. Quantitative research is
the dominant approach, supported by qualitative insights [69].

For the qualitative research, 10 senior IT executives from
Hong Kong with expertise in permissioned blockchain were inter-
viewed. Selection criteria included executives who had encountered
opportunities to adopt permissioned blockchain in the 12 months
prior to the interview, regardless of adoption decisions. Seven were
adopters, and three were non-adopters. Structured interviews were
guided by a question list, with participants discussing the impor-
tance of various factors and suggesting additional determinants (see
Supplementary B). The interview results, detailed in Supplementary
C, were used to develop the survey questionnaire for the next phase.
The quantitative phase involved an online survey targeting IT man-
agers or higher in Hong Kong, who are responsible for corporate
decision-making and view adoption from an organizational perspec-
tive. An analysis of the collected data was conducted to assess the
validity of the study’s hypotheses.

4.2. Measurement development

The dependent variable (i.e., adoption of permissioned
blockchain as a decentralized IOS) is a dichotomous variable: 1 rep-
resents an adopter (i.e., adopted or in the process of adoption), while
0 represents a non-adopter (i.e., intend to adopt, exploring adoption,
or no plan to adopt). Intend to adopt is classified as a non-adopter
because of the nonexistence of resource allocation to adopt. The
measurement items were adapted from the literature on innovation
adoption, blockchain adoption, and IOS research, resulting in 43
items across 11 determinants. These were assessed using a seven-
point Likert scale for greater response sensitivity [70]. A pilot test
with five IT managers refined the items further to reduce measure-
ment error and ensure internal validity (see Supplementary D for
scale items).

The perceived benefits of adopting permissioned blockchain
as a decentralized IOS were assessed using six items, adapted from
Teo et al. [37] for direct benefits and Kuan and Chau [44] for
indirect benefits, capturing the anticipated advantages for organiza-
tions [46]. Technologymaturity was assessed by three items adapted
from Lee et al. [47] to capture whether the technology can be
implemented successfully with irregularities resolved. Existence of
permissioned blockchain characteristics was assessed by four items
adapted from Clohessy and Acton [25], including distributed trust,
immutability, traceability, and data security.

Organization size was assessed by three items: total revenue,
number of employees, and number of IT staff [37, 46], capturing the
organization’s scale. Scope of business was assessed by three items
adapted fromZhu et al. [38] to capture the organization’s geographic
and market presence. Top management support was measured by
five items, including strategic importance, engagement, and risk
tolerance from Gangwar et al. [71] and willingness to invest and
encouragement for adoption from Wang et al. [46].

Trading partner readiness includes four items adapted from
Chittipaka et al. [4] to assess the readiness of trading partners
for adoption, including their knowledge and technical expertise
on permissioned blockchains. There are four items of existence of
the inter-organizational business model adapted from Clauss [72],
assessing its role in developing capabilities, extending offerings,
integrating partners, and improving internal processes. Perceived
advantages of the blockchain industry consortium were assessed
with five items, including three items from Zavolokina et al. [17]
and two items fromMitra and Singhal [64], focusing on process effi-
ciency, data access control, innovation, cost reduction, and adoption
mass-building.

Competition intensitywas assessed by three items adapted from
Premkumar and Roberts [73], including the risk of losing customers,
the need for adoption to be competitive, and whether competitors
have adopted. Three items adapted from Zhu et al. [38] were used
to assess technology policies and regulations, capturing government
incentives, policies, and regulations supporting adoption.

Control variables such as geographic location and corporate
function were included to rule out alternative explanations and were
used as screening criteria in the survey.

4.3. Data collection procedure

The survey targeted mid-level or above IT managers in Hong
Kong, aiming for a sample size of 220, approximately 3% of the
7,000–8,000 IT managers in the region, which meets the required
sample size standards [74, 75]. The finalized questionnaire was
deployed on an online survey platform.

Respondents were recruited through information system (IS)-
related professional organizations, including the HK Computer
Society and the Internet Society of Hong Kong, as well as direct
solicitation via LinkedIn. A total of 4,041 invitations were sent,
resulting in 831 opens. Of these, 344 responded, yielding a response
rate of 8.5%. After excluding incomplete or careless responses,
212 valid responses remained, resulting in a valid response rate
of 61.6%. 86.3% of the respondents were decision-makers or part
of the decision-making team for technology adoption, with 50
(23.6%) adopters and 162 (76.4%) non-adopters. The demographic
characteristics are summarized in Table 1.

To evaluate potential non-response bias, early and late respon-
dents were compared based on global employee numbers and
industry sector distribution. The Chi-square p-values are 0.13 for
employee count and 0.09 for industry sector, both above the 0.05
threshold, indicating no significant bias [76, 77].

5. Analysis and Results

5.1. Reliability and construct validity

To ensure the reliability and validity of the survey data, we
undertake the following procedures. We began by performing a
factor analysis. The initial analysis showed good convergent and
discriminant validity for most items, except for six items related
to organization size (OS1, OS2, OS3) and scope of business (SB1,
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Table 1
Demographic information of survey respondents

Demographics Non-adopters(N = 162) Adopters(N = 50) Total
(N = 212)

Chi-Square

Frequency % Frequency %
Seniority
Senior Management 97 45.75 32 15.09 129 value=0.27
Middle Management 65 30.66 18 8.49 83 df=1

P=0.602
Company Size Globally
1-50 employees 36 16.98 14 6.60 50 Value=4.06
51-250 employees 19 8.96 4 1.89 23 df=6
251-500 employees 8 3.77 3 1.42 11 P=0.668
501-2000 employees 25 11.79 4 1.89 29
2,001-10,000 employees 31 14.62 8 3.77 39
Over 10,000 employees 42 19.81 17 8.02 59
Don’t know 1 0.47 0 0 1
Industry Sectors
Information Technology 41 19.34 16 7.55 57 value=7.55
Banking, Finance, Security &
Insurance

26 12.26 15 7.08 41 df=4

Transportation & Logistics 19 8.96 4 1.89 23 P=0.110
Wholesale & Retail 17 8.02 3 1.42 20
Manufacturing, Telecommunica-
tions & Others (combined in
reporting)

59 27.83 12 5.66 71

Role in Technology Adoption
Decision

Sole Decision Maker 23 10.85 14 6.60 37 value=7.16
Part of Decision-Making Team 119 56.13 27 12.74 146 df=2
Not Part of Decision-Making Team 20 9.43 9 4.25 29 P=0.028
Adoption Status
Adopted 28 13.21 28
In the process of adoption 22 10.38 22
Intend to adopt 21 9.91 21
Exploring adoption 75 35.38 75
No plan to adopt 66 31.13 66

SB2, SB3), which appeared to converge into a single factor. Further
analysis removed OS1, which cross-loaded between organization
size and scope of business with similar coefficients (0.58 and 0.57),
but the remaining items still converged. Consequently, we combined
these six items into one construct, considering their formative nature
for organization size.

Next, convergent and discriminant validity were examined
through factor analysis employing varimax rotation (see Supple-
mentary E). The 10 factors exhibited high convergent validity after
combining organization size and scope of business. All 43 items had
significant factor loadings (ranging from 0.54 to 0.91), all exceed-
ing 0.5, with eigenvalues ranging from 2.33 to 4.19, all greater
than 1. Additionally, each item exhibited a stronger loading on its
intended construct than on any other, supporting both convergent
and discriminant validity.

Finally, the Cronbach’s 𝛼 values for all factors ranged from
0.80 to 0.94, well above the 0.7 benchmark, indicating reliable
constructs. Construct reliability was further supported by average

variance extracted values ranging from 0.60 to 0.85, all exceeding
the 0.5 threshold, confirming adequate reliability [76].

5.2. Common methods bias

To test for common methods bias, we applied Herman’s
one-factor test [77]. The first factor had an eigenvalue of 13.13,
explaining 30.5% of the variance, which is below the 50% threshold,
indicating that common methods bias is not a concern. Addition-
ally, the first 10 factors explained 76.09% of the total variance, and
each factor’s eigenvalue, extracted using principal component anal-
ysis with varimax rotation (see Supplementary E), exceeded one,
confirming that each factor is distinct.

5.3. Hypothesis testing

For hypothesis testing, logistic regression was used, as the
dependent variable is dichotomous. Following factor analysis, the
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Table 2
Results of logistic regression analysis

DV = Adoption of permissioned blockchain
Model 1 2 (Robustness Check)
Variable
Independent variables

Perceived benefits 0.46* 0.76**

Technology maturity 0.57** 0.77***

Existence of permissioned blockchain characteristics –0.27 –0.03
Organization size/scope of business 0.02 –0.12

Top management support 1.61*** 1.66***

Existence of the inter-organizational business model 0.19 0.46*

Trading partner readiness 0.42* 0.22

Perceived advantages of the blockchain industry consortium 0.43* 0.43*

Competition intensity 0.38+ 0.61**

Technology policies and regulations –0.01 0.01

R2 0.27 0.35

Note: N = 212. R2 = overall variance explained in the dependent variable by the variables in the model. +p < 0.10; *p <
0.05; **p < 0.01; ***p < 0.001.

items for organization size and scope of business, which converged
into a single factor, were combined as one construct. The results of
the logistic regression analysis are presented in Table 2.

As shown inModel 1, the adoption of permissioned blockchain
as a decentralized IOS is sufficiently explained, with R2 = 0.27. In
the technological context, perceived benefits and technology matu-
rity are both positively related to adoption (β = 0.46, p < 0.05;β = 0.57, p < 0.01), supporting H1a and H1b. However, the exis-
tence of permissioned blockchain characteristics has a negative but
insignificant coefficient (β = −0.27, p > 0.10), so H1c is unsup-
ported. In the organizational context, the combined variable of
organization size and scope of business shows no significant effect
on adoption (β = 0.02, p > 0.10), meaning H2a and H2b are unsup-
ported. In contrast, top management support is strongly positively
related to adoption (β = 1.61, p < 0.001), supporting H2c.

For the inter-organizational context, the existence of the inter-
organizational business model is positively related to adoption,
but the effect is insignificant (β=0.19, p>0.10), indicating H3a
is unsupported. However, trading partner readiness and perceived
advantages of the blockchain industry consortium are both signifi-
cantly positively related to adoption (β = 0.42, p < 0.05; β = 0.43,
p < 0.05), supporting H3b and H3c. In the environmental con-
text, competition intensity has a weak positive relationship with
adoption (β = 0.38, p < 0.1), offering partial support for H4a. How-
ever, technology policies and regulations show no significant impact
(β =−0.01, p > 0.10), meaning H4b is unsupported.

Overall, top management support emerged as the most signifi-
cant predictor of adoption, followed by perceived benefits, technol-
ogy maturity, trading partner readiness, and perceived advantages
of the blockchain industry consortium. Competition intensity shows
a weak effect. In contrast, the existence of permissioned blockchain
characteristics, organization size/scope of business, the existence of
an inter-organizational business model, and technology policies and
regulations do not significantly impact adoption.

Further, a robustness check, where adopters were defined to
include those intending to adopt, yielded results consistent with the

original analysis (seeModel 2 in Table 2), confirming the robustness
of our findings.

6. Discussion

6.1. Discussion of key findings

Although the adoption of permissioned blockchain as a decen-
tralized IOS is crucial, limited research has comprehensively
explored its antecedents. This study contributes to the literature by
investigating the determinants within an extended TOE framework.
The empirical findings provide support for six out of the eleven
proposed hypotheses (see Table 3 and Figure 1).

Key findings from the questionnaire survey and executive
interviews reveal several important insights. It is important to note
that the permissioned blockchain as a decentralized IOS adoption
remains in its early stages, as indicated by the small percentage
of adopters, a finding consistent with current research [78, 79].
Additionally, technological advancements and the unique charac-
teristics of this study’s sample should be taken into account when
interpreting the insignificant results.

First and foremost, top management support is confirmed as a
critical determinant of adoption. While its importance in innovation
adoption is well-documented [37], this study highlights its particu-
larly strong influence in the early stages of permissioned blockchain
adoption, where uncertainties about benefits and risks prevail [14].
Top management support is essential in ensuring the availability of
resources and fostering organizational readiness.

Second, this study confirms that the perceived benefit is an
important, though not the most crucial, determinant of adoption.
Perceived benefit provides the rationale for adopting permissioned
blockchain as a decentralized IOS, particularly from a business
perspective, which aligns with previous research on innovation
adoption [36, 70]. However, assessing and weighing these benefits
is challenging during the early adoption phase [78]. Additionally,
some adopters may be motivated by factors other than immediate
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Table 3
Results summary

Hypotheses Expectation Result
H1a Perceived benefits positively relate to the adoption of permissioned blockchain as a

decentralized IOS
Supported

H1b Technology maturity positively relates to the adoption of permissioned blockchain
as a decentralized IOS

Supported

H1c Existence of permissioned blockchain characteristics positively relates to the
adoption of permissioned blockchain as a decentralized IOS

Not Supported

H2a Organization size positively relates to the adoption of permissioned blockchain as a
decentralized IOS

Not Supported

H2b Scope of business positively relates to the adoption of permissioned blockchain as a
decentralized IOS

Not Supported

H2c Top management support positively relates to the adoption of permissioned
blockchain as a decentralized IOS

Supported

H3a Existence of the inter-organizational business model positively relates to the
adoption of permissioned blockchain as a decentralized IOS

Not Supported

H3b Trading partner readiness positively relates to the adoption of permissioned
blockchain as a decentralized IOS

Supported

H3c Perceived advantages of the blockchain industry consortium positively relate to the
adoption of permissioned blockchain as a decentralized IOS

Supported

H4a Competition intensity positively relates to the adoption of permissioned blockchain
as a decentralized IOS

Supported

H4b Technology policies and regulations positively relate to the adoption of
permissioned blockchain as a decentralized IOS

Not Supported

benefits, such as the desire to innovate [48], explaining why per-
ceived benefit, while important, is not the primary determinant of
adoption.

Third, technology maturity, often overlooked in innovation
adoption studies, emerges as a significant factor. Prior studies
on blockchain adoption have predominantly emphasized end-user
adoption and technology readiness rather than the maturity of tech-
nology for inter-organizational adoption [18]. Besides, previous
studies on IOS adoption also have a few mentions of technology
maturity [33]. This study confirms that technology maturity is a key
determinant for corporate adoption of permissioned blockchain as a
decentralized IOS.

Fourth, perceived advantages of the blockchain industry con-
sortium also play a significant role in adoption. Beyond its technical
role in blockchain network operations, joining a consortium offers
benefits like economies of scale, risk mitigation, and sharing best
practices [62]. Despite limited previous studies on consortia in inno-
vation adoption, this study highlights its importance, especially in
the early stages of permissioned blockchain adoption.

Furthermore, trading partner readiness exerts a moderately
positive influence on adoption, whereas the effect of competition
intensity is only weakly supported. The limited impact of compe-
tition intensity can be attributed to the early stage of decentralized
IOS adoption. Together with the insignificant effect of technology
policies and regulations, these findings suggest that external stake-
holders have less influence during the initial adoption phase, where
decisions are more internally driven [80]. Existence of permissioned
blockchain characteristics’ insignificance reflects that new innova-
tions’ essential attributes are outweighed by organizational factors
such as topmanagement support, which serves as a key determinant,
particularly during the early stage of adoption.

6.2. Theoretical contributions

This study advanced theory by offering several notable contri-
butions. Primarily, it contributes to the literature on both innovation
adoption and blockchain adoption literature [19, 25, 26] by offering
empirical evidence on the adoption of permissioned blockchain as a
decentralized IOS, with the recognition of its differences versus per-
missionless blockchain, which is not an IOS. The existing literature
on blockchain adoption has often treated these as a single category
[22, 49], leading to confusion for researchers focused on permis-
sioned blockchain specifically. Furthermore, this study emphasizes
the importance of viewing permissioned blockchain adoption from
a corporate decision-making perspective, rather than an individ-
ual end-user perspective, which has dominated previous research
[18, 19]. A comprehensive understanding of corporate-level adop-
tion decisions regarding decentralized IOS requires careful con-
sideration of the key factors influencing the process, such as top
management support [25].

Second, this study contributes to the TOE framework [24]
and enriches related research [19, 46] in two ways. On the one
hand, apart from traditional TOE factors (e.g., perceived bene-
fits or organization size), it introduces blockchain-specific factors,
such as technology maturity and the perceived advantages of
blockchain industry consortium, which were found to have a pos-
itive impact on adoption. On the other hand, it extends the TOE
framework by examining the role of inter-organizational factors in
the adoption of permissioned blockchain. This aligns with Lin’s [33]
and Premkumar and Ramamurthy’s [34] calls for a separate inter-
organizational context in technology adoption studies and responds
to Baker’s [81] call to apply the TOE framework to new tech-
nologies. The three inter-organizational factors examined in this
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study highlight the pivotal role of immediate business partners in
the adoption process, as opposed to the influence of more distal
environmental factors.

By exploring permissioned blockchain as a decentralized IOS,
this study enriches the body of literature on IOSs. Previous IOS
studies have primarily focused on centralized technologies, such
as EDI, financial EDI, and B2B electronic commerce [33, 44, 65].
Our study expands this body of knowledge by introducing permis-
sioned blockchain as a decentralized IOS, which retains traditional
IOS characteristics, such as collaboration with trading partners [33,
65], while also incorporating the unique decentralized model [15].
This study bridges the gap between existing IOS models and decen-
tralized technologies, offering a fresh perspective that will inform
future studies on IOS and blockchain.

6.3. Practical implications

The study offers three main practical implications. First, it
provides adopters of permissioned blockchain as a decentralized
IOS with a clearer understanding of the key adoption determi-
nants, enabling them to assess the factors influencing their decision.
With this knowledge, organizations can more effectively evalu-
ate whether permissioned blockchain aligns with their strategic IT
infrastructure [82]. For instance, highlighting the importance of
securing top management support can help facilitate the adoption of
permissioned blockchain as a decentralized IOS.

Second, for non-adopters, this study outlines essential adop-
tion determinants, offering a valuable starting point for evaluating
whether permissioned blockchain fits their business needs. This
enables organizations to develop targeted adoption strategies and
make informed decisions. For those consulting external advisors,
this study’s findings can complement the return on investment
(ROI) models and project selection criteria provided by consultants,
enriching the decision-making process.

Third, this study offers insights for governments aiming to pro-
mote the adoption of permissioned blockchain as a decentralized
IOS. Given that top management support is a critical determinant of
adoption, governments can facilitate adoption by educating business
leaders on the strategic value of permissioned blockchain within
their business ecosystems. Additionally, governments can collab-
orate with companies to identify regulatory and other forms of
support that can help develop consortia and advance the diffusion
of permissioned blockchain across organizational contexts.

6.4. Limitations and further research

This study acknowledges three primary limitations that pro-
vide avenues for future research. First, the discriminating power
of the logistic regression used to identify adopters is moderate due
to the limited number of adopters in the sample, and some valid
responses may be outliers. However, the consistency of logistic
coefficients in the robustness check confirms the reliability of the
findings. Subsequent research could enhance the sample size to
include more adopters or focus on industries with a higher adoption
rate to improve statistical significance.

Second, while the measurement items were adapted from prior
research to fit the specific context of permissioned blockchain
adoption as a decentralized IOS, their operationalization has not
been extensively validated in previous research. Despite demon-
strating reliability, convergent validity, and discriminant validity in
this study, future research could refine these measurement items
by applying established methodologies for developing adoption
determinant scales [83].

Third, the empirical focus on Hong Kong may limit the extent
to which the findings can be generalized to different regional con-
texts [46]. Subsequent research could employ longitudinal studies to
examine whether the same determinants hold across different adop-
tion stages as permissioned blockchain evolves [84]. Additionally,
cross-regional (latitudinal) studies could test the model in diverse
geographic locations to explore potential variations in adoption
determinants.

7. Conclusion

This study delineates and empirically examines eleven critical
factors shaping the adoption of permissioned blockchain as a decen-
tralized IOS. The findings indicate that adoption is still in its early
stages, with only 23.6% of survey respondents being adopters, while
45.3% of non-adopters are either considering or exploring adoption.
This underscores the importance of understanding adoption deter-
minants, as favorable conditions may encourage wider adoption.
This study achieves its objective by confirming that top manage-
ment support represents a pivotal factor, while technology maturity,
perceived benefits, perceived advantages of the blockchain industry
consortium, and trading partner readiness are significant determi-
nants. Competition intensity is also found to be a weak but present
influence. These findings suggest that adoption determinants may
evolve as the technology matures. Moreover, this study highlights
the need to consider the maturity stage of permissioned blockchain
when applying the TOE framework. Understanding how adoption
factors change over time will provide deeper insights into this
promising and increasingly relevant technology.

Recommendations

The findings underscore the significance of top management
support in facilitating the adoption of permissioned blockchain as
IOS. This is due to the cross-organizational resources required in
conjunction with the risks associated with adoption. Therefore, it
is recommended that support from top management in organiza-
tions should be obtained first when an organization is considering
adopting permissioned blockchain as an IOS.

As permissioned blockchain as an IOS is still in its nascent
phase of adoption, longitudinal studies are recommended to be
conducted to identify if there are changes in the importance of
the adoption determinants when the maturity of the technology
is improved. It is also recommended to consider this research
framework for other distributed IOS technologies when they arise.
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Supplement B. Question list of executive interviews 

PART 1 

Before you review these determinants, can you share your experience and involvement in 

Permissioned Blockchain adoption in answering the following 3 questions? 

1. Are you an adopter of Permissioned Blockchain? 

Adopter   

Non-Adopter 

2. Are you responsible for the adoption of Permissioned Blockchain in your organization? 

Yes  Identify opportunities  

Apply and allocate budget 

   Lead project 

No 

3. Can you describe the purpose, nature, scale and progress of your Blockchain project? 

Purpose:  Exploitation (Improvement & Optimization) 

    Exploration (Transformation) 

Nature:  Revenue driven 

    Cost saving 

    Improve customer relationship 

    Improve operations 

    Improve competitiveness 

    Others _________________________ 

Scale:  For a single task 

    Within a functional department   

    Cross functional departments 

    Cross business units or branches 

    Cross organizations, i.e., involving business partners 

Progress:  Project Initiation 

Proof of Concept 

     Implementing  



     Project Completed 

4. Does your organization participate in any Blockchain consortium? 

Yes  Technology Consortium 

1. _____________________________ 

2. _____________________________ 

3. _____________________________     

   Industry Consortium 

1. _____________________________ 

2. _____________________________ 

3. _____________________________     

No 

 

PART 2 

Can you review and comment on the items under each of the following 11 determinants? Please 

kindly advise: 

 Are these items appropriate? 

 If not, can you propose how they should be revised?  

 If they should be revised, can you explain why? 

 Are there any new items you would like to propose? What are they? 

Technological Context 

1. Perceived Benefits  

I perceive adopting Permissioned Blockchain in my organization can …  

(can select more than one) 

 Direct Benefits (Financial) 

Reduce cost 

Increase revenue  

Other Direct Benefit, if any __________________________________________ 

 Indirect Benefits (Non-Financial) 

Improve customer relationship  

Improve competitiveness 



Improve corporate image 

Other Indirect Benefit, if any __________________________________________ 

2. Technology Maturity 

I believe Permissioned Blockchain technology is ready to …  

(can select more than one) 

 Improve our business operation 

 Bring us more business opportunities 

 Give us more control over our business 

 Enable us to be the Permissioned Blockchain advisor to our trading partners 

Enable us to be a technology-enabled leader in our industry 

 Enable us to be fully capable of using it 

Others ____________________________________________________________ 

3. Existence of permissioned blockchain characteristics, i.e., trust. 

I consider to adopt Permissioned Blockchain because… 

(can select more than one) 

We trust Permissioned Blockchain as a distributed and trust-free transaction system based 

on its good reputation (results from an evaluation of its past business cases) 

We trust Permissioned Blockchain as a distributed and trust-free transaction system based 

on an assessment of its past performance to meet our present requirements 

We trust Permissioned Blockchain as a distributed and trust-free transaction system based 

on its competence to perform the tasks for the system 

We trust Permissioned Blockchain as a distributed and trust-free transaction system based 

on its assurance of confidence in future performance  

Other reason ______________________________________________________ 

Organizational Context 

4. Organizational Size 

In my organization, … 

(can select more than one) 

Our total revenue is higher as compared to other organizations in the same industry in 

general 



Our number of employees is higher than compared to other organizations in the same 

industry in general 

Our IT spending is higher as compared to other organizations in the same industry in 

general 

Our number of technological resources is higher compared to other organizations in the 

same industry 

  Others __________________________________________________________ 

5. Scope of Business 

In my organization, … 

(can select more than one) 

We have more business lines/units than compared to other organizations in the same 

industry in general 

We have presence in more locations than compared to other organizations in the same 

industry in general 

We have a higher similarity of business lines/units in terms of industries, products, target 

customers, service & delivery model than compared to other organizations in the same 

industry in general 

  Others __________________________________________________________ 

6. Top Management Support 

We consider adopting Permissioned Blockchain because our top management …  

(can select more than one) 

Agrees with the strategic importance of Permissioned Blockchain to our business 

Engages in Permissioned Blockchain projects 

Is willing to accept risks when adopting Permissioned Blockchain 

Is willing to invest in the adoption of Permissioned Blockchain in our business 

Others __________________________________________________________ 

Inter-Organizational Context 

7. Trading Partner Readiness 

We consider adopting Permissioned Blockchain because …  

(can select more than one) 



Most of our trading partners request the implementation of Permissioned Blockchain 

Most of our trading partners recommend the implementation of Permissioned Blockchain 

Our trading partners are generally very knowledgeable about Permissioned Blockchain 

Our trading partners contain considerable technical expertise in implementing 

Permissioned Blockchain? 

  Others ___________________________________________________________ 

8. Existence of the Inter-organizational business model 

We consider adopting Permissioned Blockchain because …  

(can select more than one) 

We identify an Inter-organizational business model which establishes new competencies 

for adopting to changing market requirements 

We identify an Inter-organizational business model which utilizes new technical 

opportunities to extend product and service portfolio 

We identify an Inter-organizational business model which integrates new business partners 

into the business processes 

We identify an Inter-organizational business model which brings new revenue opportunities 

for the participating organizations 

We identify an Inter-organizational business model which brings cost saving opportunities 

for the participating organizations. 

Others _______________________________________________________ 

9. Perceived Advantages of the Blockchain industry consortium  

We consider adopting Permissioned Blockchain because …  

(can select more than one) 

We believe there will be cost savings in participating in Industry Consortium to adopt 

Permissioned Blockchain than we adopt individually. 

We learn quicker and more in participating in Industry Consortium to adopt Permissioned 

Blockchain than we adopt individually. 

We can share risks in participating in Industry Consortium to adopt Permissioned B 

Blockchain than we adopt individually. 

 



We can build critical mass of adoption in participating in Industry Consortium to adopt 

Permissioned Blockchain than we adopt individually. 

  Others __________________________________________________________ 

Environmental Context 

10. Competition Intensity 

We consider adopting Permissioned Blockchain because …  

(can select more than one) 

  Key competitors adopt Permissioned Blockchain. 

Most of our competitors adopt Permissioned Blockchain.  

New competitors entering our market adopt Permissioned Blockchain. 

  We believe we will lose customers if we do not adopt Permissioned Blockchain. 

  Others ____________________________________________________________ 

11. Technology Policies & Regulations 

We consider adopting Permissioned Blockchain because …  

(can select more than one) 

The government provides incentives to the adoption of Permissioned Blockchain 

The government has policies to support the adoption of Permissioned Blockchain 

The existing laws and regulations support the adoption of Permissioned Blockchain 

   Others ____________________________________________________________ 

 

 

END 

 

 

 

 

 

 

 



 

Supplementary C. Findings of executive interviews 

A1. Top management support incorporates an organization’s readiness as top management can 

provide resources to enable an organization’s readiness. Top management’s willingness to 

invest (TM4) is incorporated as one of the measurement items. 

One adopter highlighted the importance of the organization’s readiness and questioned why it 

has not been included as a determinant. Organizational readiness refers to the availability of 

sufficient IT resources and financial resources [31]. In the discussion with another adopter and a 

non-adopter, they both pointed out that resources would not be a showstopper if the adoption is 

supported by top management. This research agrees with this perspective, as top management can 

prioritize the IT and financial resources which impact the success of the adoption. Top 

management support rather than organizational readiness is thus introduced as a determinant in 

this research. 

A2. Existence of the inter-organizational business model can be exploitative or explorative. 

Both can be reasons for adoption and measurement items reflected in both models.  

During the executive interviews, one adopter mentioned that he had just expected 

improvement in certain business processes involving customers, while his organization started to 

see use cases that were transformational and explorative after permissioned blockchain was 

adopted. This may be due to the staff in his organization seeing more possibilities after they 

gained experience in adopting permissioned blockchain. Besides, two non-adopters from large 

public organizations commented that they are not keen to explore transformational opportunities, 

as their priority is to ensure service availability to the general public. Yet they were receptive to 

exploring if permissioned blockchain can optimize some existing business processes with limited 

risk exposure. 

A3. The importance of trading partner readiness may depend on the scope and complexity of 

business cases. Decentralized applications (dApps) can be provided by the organization to its 

trading partners to transact for simplifying trading partner onboarding. 

One adopter argued that trading partner readiness is not a technical showstopper for adopting 

permissioned blockchain. The adopter is to adopt permissioned blockchain to create a distributed 



ledger of bonus points to enable converting of those points across multiple merchants. In this case, 

the adopter’s organization developed dApps for its non-technology-savvy trading partners to use 

in collaborating in transaction processes. Conversely, a non-adopter from a large organization 

commented that trading partner readiness is essential as they have a large number of trading 

partners engaged in their complex supply chain ecosystem. According to this non-adopter, the 

readiness of a portion of trading partners is not enough to contribute to the success of the use case, 

and may make the situation even more complicated. In this case, the mass majority of the trading 

partners need to be ready to maximize success. The importance of trading partner readiness 

therefore depends on the scope and complexity of the business cases. 

A4. Individual adoption and adoption through blockchain industry consortium are not mutually 

exclusive. Organizations may adopt both for different perceived benefits.  

One adopter adopted permissioned blockchain individually and also through an industry 

consortium because he saw different opportunities. Some issues in the inter-organizational 

business process can be addressed by individual adoption, while others involving industry-wide 

process transformation require consortium engagement to achieve. The same view was also 

expressed by an individual adopter, as he was in discussion with other industry players on the idea 

of formulating an industry consortium. Organizations joining an industry consortium may have 

other objectives more than addressing industry problems, as seen in the cases of two consortium 

adopters interviewed – they also wanted to learn from other industry players on best practices as 

well as to expose themselves to a bigger group of potential customers in the consortium’s network. 

Besides, it is interesting that participating in an industry consortium does not necessarily mean an 

organization has to be a permissioned blockchain network node operator depends on the 

governance of the industry consortium, despite it should be from a technical perspective. That is, 

an ordinary user can just take advantage of services offered by the industry consortium by joining 

the consortium. Blockchain industry consortia focusing on logistics tracking of shipments are 

good examples – while these stakeholders are the blockchain network node operators, other 

shippers, or logistics companies can merely subscribe to information of the shipment status in the 

blockchain without operating blockchain nodes and validate transactions. In addition, these 

shippers and logistics companies can still adopt permissioned blockchain individually. 



A5. Different measurement items in existence of permissioned blockchain characteristics are of 

different value to diverse types of adopters. Specifically, distributed trust has a higher relevancy 

for industry consortium adopters than for individual adopters, while individual adopters are 

more interested in immutability. 

One adopter adopted permissioned blockchain in his marketing loyalty program for the 

conversion and reconciliation of bonus points across different merchants. The blockchain network 

had been operated by the adopter individually and the objective was to ensure the trueness and 

validity of bonus points as well as transaction records. The adopter commented that this project 

had already generated significant value in improving customers’ satisfaction and creating 

additional revenue opportunities, with the immutability in the transaction record of bonus points, 

and did not see the need for distributed trust among various stakeholders. Conversely, an adopter 

in the banking industry, using permissioned blockchain to simplify trade finance transactions with 

the banks, emphasized the importance of distributed trust. Given the trade finance transactions 

have to consolidate purchase order-related transaction data across multiple parties in the supply 

chain, its simplification is based on industry practices and can only be addressed by industry 

players collectively, because all the supply chain participants will not change a process just for one 

bank. Hence, this adopter’s organization decided to participate in an industry consortium so that a 

change can be triggered across multiple banks with the corresponding supply chain participants. 

This adopter believes that distributed trust is essential for multiple stakeholders to validate and 

approve trade finance transaction data stored in permissioned blockchain under a low-trust 

community with all the banks are competitors with each other



Supplementary D. Measurement scales 

Construct Items 

Perceived Benefits:  

Adapted from Teo et al. 

(2009) and Wang et al. 

(2016) 

I think Permissioned Blockchain will allow us to:  

(PB1) Reduce cost 

(PB2) Increase revenue 

(PB3) Improve loyalty of existing customers 

(PB4) Increasing competitive advantage 

(PB5) Enhancing corporate image/ branding 

(PB6) Improve relationships with business partners 

Technology Maturity: 

Adapted from Lee et al. 

(2017) 

I think Permissioned Blockchain technology is mature because 

(TR1) Its effectiveness has been demonstrated by successful adoptions in many other 

(TR2) It has been implemented successfully in other organizations 

(TR3) Irregularities of Permissioned Blockchain had been resolved 

Existence of Permissioned 

Blockchain Characteristics: 

Adapted from Clohessy  

and Acton (2019)  

I think Permissioned Blockchain has the technology characteristics of:  

(BC1) Distributed trust 

(BC2) Immutability of data 

(BC3) Traceability of data 

(BC4) Security of data 

Organization Size: Adapted 

from Teo et al. (2009) and 

Wang et al. (2016) 

In terms of our organization size:  

(OS1) Our total revenue is high as compared to the same industry in general 

(OS2) Our number of employees is high as compared to the same industry in general 

(OS3) Our number of IT staff is high as compared to the same industry in general 

Scope of Business: Adapted 

from Zhu et al. (2003) 

In terms of the scope of our business: 

(SB1) We have more establishments (branches) as compared to the same industry in 

general 

(SB2) We have establishments (branches) in more geographic regions as compared to the 

same industry in general 

(SB3) We have establishments (branches) in more market segments as compared to the 

same industry in general 

Top Management Support: 

Adapted from Gangwar  

et al. (2015) and Wang  

et al. (2016) 

 

My top management:  

(TM1) Is likely to consider the adoption of Permissioned Blockchain as strategically 

important 

(TM2) Provides strong leadership and engages in the process when it comes to the 

adoption of Permissioned Blockchain 

(TM3) Is willing to take risks involved in the adoption of Permissioned Blockchain 

(TM4) Is likely to invest resources to Permissioned Blockchain 

(TM5) Actively encourages employees to use Permissioned Blockchain in their daily tasks 

Trading Partner Readiness: 

Adapted from Lin and Lin 

(2008) 

 

As far as the readiness of our trading partners is concerned: 

(TP1) Majority trading partners request implementation of Permissioned Blockchain 

(TP2) Majority trading partners recommend implementation of Permissioned Blockchain 

(TP3) Our trading partners are generally very knowledgeable regarding Permissioned 

Blockchain matters 



(TP4) Our trading partners contain considerable technical expertise in Permissioned 

Blockchain 

Existence of the Inter-

organizational Business 

Model: Adapted from 

Clauss (2017) 

 

I believe the inter-organizational business model can: 

(BT1) Enable us to establish new inter-organizational competencies in order to adapt to 

changing market requirements 

(BT2) Extend our inter-organizational product and service portfolio 

(BT3) Enable us to utilize opportunities that arise from integration of new partners into 

our processes 

(BT4) Significantly improve our inter-organizational processes 

Perceived Advantages of 

the Blockchain Industry 

Consortium: Adapted from 

Mitra and Singhal (2008) 

and Zavolokina (2020) 

I think a blockchain industry consortium:  

(IC1) Makes it less expensive for individual organizational to adopt Permissioned 

Blockchain  

(IC2) Shares the efficiency among participants through system integration 

(IC3) Enables participants to achieve critical volume of transactions rapidly 

(IC4) Controls the access to trusted transaction data 

(IC5) Enables shared innovation among participants through collaboration 

Competition Intensity: 

Adapted from Premkumar 

and Roberts (1999) 

 

In terms of competition: 

(CI1) We will experience losing customers to competitors if we do not adopt Permissioned 

Blockchain 

(CI2) We feel it is a strategic necessity to use Permissioned Blockchain to compete in the 

marketplace 

(CI3) We are aware of Permissioned Blockchain adoption in our competitor organizations 

Technology Policies and 

Regulations: Adapted from 

Zhu et al. (2004) 

In terms of technology policies and regulations: 

(PR1) The government provides incentives to use Permissioned Blockchain  

(PR2) The government has measures to enforce the use of Permissioned Blockchain  

(PR3) The existing laws and regulations support the use of Permissioned Blockchain 

 



Supplementary E. Factor analysis and reliability assessment 

Constructs Items Mean SD 1 2 3 4 5 6 7 8 9 10 

1. Top Management 

Support 

TM3 4.33 1.38 0.81 0.10 0.15 0.03 0.13 0.19 0.07 0.18 0.14 0.04 

TM2 4.37 1.39 0.80 0.10 0.16 0.16 0.21 0.07 0.09 -0.03 0.02 0.12 

TM4 4.35 1.35 0.79 0.07 0.17 0.12 0.19 0.15 0.04 0.21 0.26 0.09 

TM1 4.50 1.37 0.78 0.16 0.17 0.13 0.25 0.12 0.06 0.11 0.21 0.19 

TM5 3.97 1.35 0.75 0.07 0.32 0.07 0.17 0.19 0.18 0.13 0.11 0.11 

2. Scope of 

Business/ 

Organization Size 

SB1 4.19 1.41 0.03 0.90 0.04 -0.01 0.05 -0.01 0.01 0.00 -0.07 0.11 

SB2 4.23 1.45 0.02 0.90 0.03 -0.01 0.04 0.01 0.00 -0.03 -0.11 0.14 

SB3 4.25 1.41 0.04 0.84 0.09 0.10 0.04 0.03 -0.06 -0.04 -0.09 0.10 

OS1 4.54 1.29 0.11 0.81 -0.02 -0.09 0.11 0.09 0.02 -0.01 0.01 -0.01 

OS2 4.17 1.31 0.08 0.80 0.08 0.17 -0.02 -0.06 0.07 -0.01 0.14 -0.03 

OS3 3.94 1.46 0.11 0.69 0.20 0.04 0.11 0.08 0.05 0.05 0.12 -0.12 

3. TP Readiness TP3 3.08 1.27 0.12 0.08 0.88 0.04 0.05 0.06 0.10 -0.01 0.16 0.09 

TP4 3.08 1.30 0.17 0.08 0.86 0.01 0.05 0.05 0.16 0.00 0.13 0.03 

TP2 3.32 1.33 0.24 0.12 0.86 0.06 0.14 0.10 0.13 -0.04 0.04 0.15 

TP1 3.28 1.32 0.22 0.12 0.84 0.06 0.16 0.08 0.17 -0.03 -0.02 0.14 

4. Blockchain 

Industry 

Consortium 

IC2 5.02 0.96 0.15 0.01 0.01 0.85 0.13 0.15 -0.03 0.07 0.07 -0.01 

IC5 5.30 1.10 0.02 0.10 0.05 0.79 0.07 0.18 0.01 0.19 0.08 0.14 

IC3 4.89 0.99 0.18 0.05 0.05 0.78 0.15 0.22 0.04 0.12 0.10 0.13 

IC1 4.82 1.05 0.06 -0.03 0.00 0.72 0.08 0.17 0.07 0.02 0.28 -0.07 

IC4 5.02 1.21 0.02 0.07 0.07 0.71 0.07 0.06 0.01 0.21 0.04 0.10 

5. Perceived 

Benefits 

PB4 5.17 1.11 0.25 0.06 0.01 0.13 0.75 0.15 0.01 0.16 0.19 0.25 

PB3 4.62 1.12 0.26 0.06 0.18 0.20 0.71 0.20 0.03 0.02 0.06 0.04 

PB6 4.99 1.06 0.19 0.18 0.18 0.23 0.66 0.18 -0.05 0.13 -0.02 0.06 

PB5 5.26 1.13 0.10 0.07 0.00 0.15 0.66 0.10 0.10 0.26 0.14 0.31 

PB2 4.39 1.17 0.39 0.00 0.21 -0.04 0.55 0.20 -0.09 0.17 0.25 0.11 

PB1 4.55 1.25 0.14 0.13 0.08 -0.04 0.54 0.26 0.11 0.14 0.38 -0.13 

6. Inter-

organizational 

Model 

BT2 4.93 1.05 0.15 0.01 0.03 0.12 0.14 0.85 0.04 0.13 0.10 0.17 

BT3 4.96 1.08 0.18 0.05 0.07 0.23 0.16 0.84 0.01 0.11 -0.01 0.03 

BT4 4.84 1.19 0.14 0.04 0.09 0.24 0.23 0.80 0.03 0.11 0.15 0.02 

BT1 4.95 1.15 0.15 0.05 0.13 0.29 0.18 0.77 -0.02 0.16 0.10 0.13 

7. Technology 

Policies & 

Regulations 

PR1 3.56 1.46 0.11 0.04 0.12 0.01 0.06 0.02 0.91 0.05 0.06 0.08 

PR2 3.15 1.39 0.07 0.01 0.22 -0.05 0.10 -0.03 0.90 -0.02 -0.04 0.07 

PR3 3.36 1.33 0.09 0.01 0.16 0.10 -0.10 0.07 0.82 0.07 0.21 -0.03 

8. Permissioned 

Blockchain 

Characteristics 

BC2 5.54 1.18 0.06 -0.01 -0.05 0.08 0.09 0.18 -0.03 0.83 0.21 0.21 

BC3 5.71 1.15 0.19 -0.04 -0.08 0.25 0.10 0.08 0.17 0.70 -0.06 0.03 

BC4 5.39 1.22 0.03 -0.03 0.02 0.19 0.31 0.07 0.08 0.68 0.10 -0.21 

BC1 5.52 1.15 0.22 0.03 0.04 0.17 0.11 0.19 -0.09 0.65 0.21 0.03 

9. Technology 

Maturity 

TR2 4.52 1.70 0.23 -0.04 0.06 0.22 0.14 0.11 0.01 0.12 0.80 0.07 

TR1 4.48 1.28 0.24 -0.04 0.13 0.25 0.20 0.17 0.06 0.15 0.75 0.13 

TR3 4.17 1.16 0.19 -0.02 0.21 0.18 0.20 0.00 0.28 0.22 0.68 0.08 

10. Competition 

Intensity 

CI2 4.31 1.41 0.36 0.06 0.20 0.17 0.27 0.26 0.10 0.08 0.16 0.64 

CI1 3.73 1.36 0.20 0.10 0.38 0.14 0.26 0.12 0.09 0.05 0.02 0.64 



CI3 4.11 1.42 0.35 0.18 0.31 0.18 0.20 0.21 0.06 -0.02 0.23 0.59 

Eigenvalue (> 1)    3.99 4.19 3.39 3.40 3.59 3.26 2.48 2.49 2.41 2.33 

AVE    0.80 0.70 0.85 0.68 0.60 0.82 0.83 0.62 0.80 0.78 

Cronbach α    0.94 0.91 0.94 0.88 0.86 0.92 0.89 0.80 0.88 0.86 
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